![](data:image/png;base64,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)

*SwiftTech*

*Speed, Flexibility, Success*

**Information Security Policy**

**Updated by: Filippo Calabrese**

**Date: Aug 18, 2024**

1. **Information Security Policy Statement**

SwiftTech is recognizes that information security is paramount for our customers and the success of our business. As such, SwiftTech is committed to implementing security controls and practices that serve to protect our customer’s information and align with SwifTech’s overall business goals and appetite for risk.

1. **Policy Updates**

This policy will be updated at least annually or as changes to SwiftTech’s architecture, security controls, or risk posture dictates.

1. **Statement on Compliance**

In order to establish security control baselines appropriate for SwiftTech’s, its size, risk posture, and overall business goals, SwiftTech relies on a number of compliance and control frameworks and best practice standards. While SwiftTech may choose not to implement every control or best practice as presented, SwiftTech has considered frameworks such as:

1. **NIST Cybersecurity Framework (CSF):** To guide the implementation and continuous improvement of our cybersecurity practices.

2. **HIPAA:** To comply with healthcare-related security regulations, especially since we may engage with healthcare clients.

And / or:

3. **ISO/IEC 27001:** To ensure that our information security management system (ISMS) is robust and compliant with international standards.

1. **Information Security Risk Management**

In order to further establish control appropriateness, SwiftTech has created a cybersecurity risk management practice to identify risks and weigh the appropriateness of best practice controls. Risk assessments are completed at least annually and may be updated as changes to SwiftTech’s architecture demands.

**Controls**

1. **Data Storage**

SwiftTech shall at a minimum store customer data using **AES-256** encryption to ensure data confidentiality and integrity, exceeding the basic AES-128 standard.

All databases in production environments must be encrypted to prevent unauthorized access to sensitive data.

1. **End User Management**

• Internal network users are required to have a password with a minimum length of 12 characters to enhance password strength and reduce the risk of unauthorized access.

• Passwords must expire every 90 days to enforce regular updates and minimize the risk of credential theft.

• VPN access must require Multi-Factor Authentication (MFA) to add an additional layer of security for remote access to SwiftTech’s systems.

1. **Network Controls**

• TLS **v1.2 or higher** must be used for all communications between the cloud production environment and SwiftTech’s physical location to ensure secure data transmission and prevent potential interception by unauthorized entities.

• Application development tiers must be **logically segmented** from business application servers to minimize the impact of potential security breaches and prevent lateral movement by attackers within the network.

**VIII Patching and Vulnerability Management**Development Tier servers must be **regularly patched** and vulnerabilities addressed promptly to reduce the attack surface and prevent exploitation by threat actors.

Application code must be **scanned for vulnerabilities** before being published into the production environment to ensure the integrity and security of the software.

**IX Governance and End-User Management**

Password Length Compliance: A governance mechanism will be established to enforce and audit password policies across all users. Regular audits and automated compliance checks will be implemented to ensure adherence to password length and expiration requirements.

MFA Enforcement: MFA will be mandatory for all remote access to SwiftTech’s systems. This will be enforced through configuration policies and regular audits to ensure continuous compliance.